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(57) ABSTRACT

Methods, devices, and systems for conducting a checkless
cash access settlement are provided. In one embodiment, a
cash advance method includes the following: a customer ini-
tiates a cash access transaction with a financial card via a cash
access system; the customer receives authorization or denial;
the customer provides identification and the financial card to
a cashier or attendant; the cashier or attendant validates the
customer’s identity, retrieves the transaction information, and
completes the cash advance application; the application
prints a non-negotiable instrument, such as a transaction
receipt; the customer signs the receipt confirming the trans-
action with a physical receipt or electronic capture; the receipt
image is stored electronically for subsequent transmittal to a
central server; the transaction information, including the
receipt image if applicable, is recorded on the central server;
and the central server generates an ACH file and electroni-
cally transmits the ACH file to a designated financial institu-
tion.
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SYSTEM AND METHOD FOR CHECKLESS
CASH ADVANCE SETTLEMENT

RELATED APPLICATIONS

This application is a Continuation Application of U.S.
patent application Ser. No. 12/268,857, filed Nov. 11, 2008,
which is Continuation application of U.S. patent application
Ser. No. 11/223,708, filed Sep. 9, 2005, which also claims the
benefit of U.S. Provisional Application No. 60/608,196, filed
Sep. 9, 2004, which applications are incorporated herein by
reference in their entirety.

BACKGROUND OF THE INVENTION

The present invention relates to a system and method for
performing checkless cash advance settlement transactions,
particularly in a casino environment.

A number of aspects related to casino gaming and opera-
tion are becoming increasingly sophisticated. Casino patrons
enjoy playing the plethora of unique video slot, poker, and
other electronic games of chance. Other technological
advancements, such as card shuffling machines, chip han-
dling devices, etc., enhance the customer’s perception of
casino security and fairness. Each of these factors contributes
to aheightened desire to visit and participate in gaming activi-
ties at a particular casino, a result clearly desired by casino
operators.

As a result of these activities, casino gaming is a highly
popular activity in today’s society. Often times, a particular
individual’s enjoyment of the casino gaming experience is
predicated upon having a sufficient supply of money that in
turn allows the patron to participate in gaming activities for a
desired length of time. In a most basic form, the customer
simply brings a sufficient amount of currency (or “cash”) with
him/her to the casino that can be exchanged for negotiable
chips/casino issued gaming cards and/or used with various
gaming machines. Invariably, a customer may forget to bring
a desired amount of currency with him/her to the casino,
and/or depletes the supply of currency brought to the casino
before he/she is ready for their gaming experience to end.
Under these circumstances, the customer will desire to access
additional monies otherwise available through one or more
financial institutions at which the customer maintains an
account. For example, the customer can utilize an automatic
teller machine (“ATM”) located on the casino’s premises.

An additional mechanism by which a casino customer can
access an off-site financial account is via a cash advance
transaction from a credit-type account owned by the cus-
tomer. Most casinos are equipped to handle cash advance
transactions, whereby the customer presents a financial insti-
tution card to a casino employee. As used throughout this
specification, the phrases “financial institution card” or
“financial card” are in reference to a credit card, debit card, or
bank card. To this end, casinos often provide a central “cage”
station at which a teller is available for processing a financial
card cash advance transaction. Regardless, the customer’s
financial card is processed by a designed electronic process-
ing unit that is otherwise connected (such as via a phone line)
to a financial transaction processing service provider. The
service provider automatically reviews the relevant financial
card information and desired cash advance amount, and either
authorizes or denies the requested transaction. If approved,
the casino employee (or other person designated by the casino
for performing cash advance transactions, such as third party
cash advance cash advance service provider) then prepares a
quasi-cash document for the customer to execute and then
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exchange for cash and/or casino-issued chips or gaming card
(e.g., a magnetic swipe card issued by the casino that, via
interaction with a central database, maintains a credit account
for the customer with the casino). In general terms, and as is
known in the art, a quasi-cash document is akin to a check or
money order and represents a negotiable instrument once
signed by the customer. Thus, the quasi-cash document must
include not only the cash advance dollar amount, but also
customer identification information including full name,
street address, and in some instances state identification num-
ber (e.g., driver license number) and telephone number.

While the casino employee (or other designated person/
service provider) likely has access to a computerized system
that facilitates automatic printing of the quasi-cash docu-
ment, the customer identification information must be manu-
ally entered into the system by the casino employee. Unfor-
tunately, this can be a relatively time-consuming task,
especially where the customer has a unique name and/or
address. In this regard, it is commonplace for multiple casino
customers to virtually simultaneously desire to perform a
cash advance transaction. Thus, even if the manual entry of
customer identification information requires only a few min-
utes of the casino employee’s time, where several patrons are
waiting in line, the cumulative delay can become discourag-
ing. Clearly, casinos have a vested interested in maintaining a
high level of customer satisfaction, but also to avoid situations
that might otherwise dissuade a customer from obtaining
additional funds that in turn are used to participate in casino
gaming activities.

Financial institution card cash advance transactions are a
common place in casinos. However, existing cash advance
systems require manual entry of customer identification
information as part of the quasi-cash document generating
process. This requirement entails unacceptable delays in
completing an individual transaction. Therefore, a need exists
for a system and method of performing a quasi-cash transac-
tion for a customer, such as a casino customer, in an expedited
fashion.

In addition to the issues outlined above, certain additional
drawbacks remain related to cash access. In particular, casino
customers are presently unable to perform a monetary
advance transaction directly from the gaming station at which
the customer is located. Instead, the casino customer is
required to walk away from the gaming activity in which
he/she is engaged, locate an appropriate transaction machine/
station, and perform the desired financial transaction. For
example, while convenient, ATMs are typically dispersed at
various locations within the casino, away from individual
gaming stations. Alternatively, a credit card-type transaction
can be performed s outlined above (i.e., through a casino
teller, or other designated individual, otherwise residing at a
central “cage” station). Even further, while cash advance
kiosks have recently become highly popular and provide cer-
tain conveniences to customers, the customer is still required
to leave the gaming station to perform the desired financial
transaction.

Casino customers can be frustrated when having to leave a
gaming station to perform a monetary advance transaction. A
popular gaming strategy is to continue playing a particular
gaming activity after successive losses based upon a belief
that the customer is “due” to win in the near future. For
example, slot machine players often enjoy remaining at a
particular slot machine for an extended length of time, theo-
rizing that the slot machine will produce a large jackpot after
a certain number of plays. Similarly, black jack, roulette,
craps, etc.; players often desire to stay at a particular gaming
table to “ride out” a losing streak, assuming that one or more
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winning wagers are soon to occur. Being forced to leave the
gaming station to obtain additional funds undermines this
gaming strategy, and is thus disconcerting to the casino cus-
tomer. The casino also has a vested interest in not only keep-
ing customers happy, but also encouraging customers to con-
tinue playing at a particular gaming station.

Therefore, a need exists for a system and method of per-
forming a financial transaction at a gaming station in a man-
ner that satisfies prescribed security regimens.

SUMMARY OF THE INVENTION

One aspect of the present invention relates to a method of
performing a quasi-cash transaction for a customer. The
method includes receiving information from the customer
relating to a desired transaction dollar amount. A State or
government identification card issued to the customer is elec-
tronically processed to retrieve machine-readable informa-
tion stored on the identification card. Customer identification
information is electronically parsed from the retrieved
machine-readable information. Quasi-cash document infor-
mation is electronically generated utilizing the desired dollar
amount and at least a portion of the electronically parsed
customer identification information. Finally, a quasi-cash
document is printed, with the quasi-cash document including
and displaying the generated quasi-cash document informa-
tion. In one preferred embodiment, the parsed customer iden-
tification is the customer’s name. In another preferred
embodiment, additional customer identification information
is parsed from the retrieved machine-readable information,
including customer address. In yet another preferred embodi-
ment, processing of the machine-readable information
includes determining a format of the machine-readable infor-
mation based upon reference to a database.

Another aspect of the present invention relates to a system
for performing a quasi-cash transaction for a customer. The
system includes a card reader, a processor, and a printer. The
card reader is adapted to read machine-readable information
stored on a State identification card issued to the customer.
The processor is electrically connected to the card reader and
is adapted to receive information from the customer relating
to a desired transaction dollar amount and receive the
machine-readable information from the card reader. Further,
the processor is adapted to parse customer identification
information from the machine-readable information, and to
generate quasi-cash document information based upon the
desired dollar amount and the parsed customer identification
information. Finally, the printer is electrically connected to
the processor and is adapted to print a quasi-cash document
based upon the generated quasi-cash document information
as provided by the processor. In one preferred embodiment,
the card reader is further adapted to read machine-readable
information stored on a financial institution card provided by
the customer, and the processor is adapted to perform a trans-
action approval operation. In another preferred embodiment,
the processor is adapted to recognize a format of the machine-
readable information based upon reference to a database
maintained by the processor.

Yet another aspect of the present invention relates to a
method of performing a quasi-cash transaction for a customer
in a casino. The method initially includes receiving informa-
tion from the customer relating to a desired transaction dollar
amount. A State or government identification card, otherwise
issued to the customer, is delivered from the customer to a
casino designee. The casino designee operates a card reader
to retrieve machine-readable information stored on the State
identification card. Customer identification information is
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then electronically parsed from the retrieved machine-read-
able information. Quasi-cash document information is elec-
tronically generated utilizing the desired dollar amount and
the electronically parsed customer identification information.
A quasi-cash document is then printed that includes and dis-
plays the quasi-cash document information. Finally, the
casino designee delivers the quasi-cash document to the cus-
tomer. In one preferred embodiment, the customer executes
and exchanges the quasi-cash document for a cash or casino-
issued negotiable instrument such as chips or casino gaming
card.

Another embodiment of the present invention provides a
method of performing a financial transaction within a casino
by a casino customer located at a casino gaming station. The
method includes providing a portable, remote control unit
(RCU) to the casino customer at the casino gaming station.
Transaction information is entered into the RCU relating to a
financial transaction desired by the casino customer from an
account owned by the customer. The transaction information
is signaled from the RCU to a base processor via a wireless
transmission. The RCU is operated to electronically capture a
signature of the casino customer, with this electronically cap-
tured signature being signaled from the RCU to the base
processor via a wireless transmission. Finally, the base pro-
cessor is operated to print, via a printer electronically con-
nected to the base processor, a negotiable financial document
based upon the transaction information. In this regard, the
printed negotiable financial document includes the custom-
er’s signature, generated by the base processor based upon the
electronically captured signature. In one preferred embodi-
ment, the RCU designates to the base processor a location of
the gaming station, and a negotiable instrument is delivered to
the casino customer following printing of the negotiable
financial document based upon the designated gaming station
location. In this regard, and in yet another preferred embodi-
ment, the delivered negotiable instrument includes at least
one of cash, casino-issued chips, casino-issued gaming card,
a check, or the printed negotiable financial document.

A further aspect of the present invention relates to a system
for performing a financial transaction within a casino by a
casino customer located at a casino gaming station. The sys-
tem includes a remote control unit (RCU), a base processor,
and a printer. The RCU is deliverable to the gaming station,
and is adapted to receive transaction information relating to a
financial transaction desired by the casino customer from an
account owned by the customer. The RCU preferably
includes a card reader to process financial cards and State
issued ID cards in order to streamline the receipt of informa-
tion. Further, the RCU is adapted to electronically capture a
signature of the casino customer, and wirelessly signal the
transaction information and the electronically captured sig-
nature. The base processor is adapted to receive wireless
signals from the RCU and generate negotiable financial docu-
ment formatting information based upon the transaction
information and the -electronically captured signature.
Finally, the printer is electronically connected to the base
processor. The printer utilizes the negotiable financial docu-
ment formatting information to print a negotiable financial
document that includes the customer’s signature. With this
system, a casino customer can perform a desired financial
transaction without leaving the gaming station at which he or
she is participating in a gaming activity.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a block diagram of a quasi-cash transaction sys-
tem in accordance with an embodiment of the present inven-
tion;



US 9,171,303 B2

5

FIG. 2 is a schematic illustration of machine-readable
information, in ASCII format, provided by an exemplary
State identification card;

FIG. 3 is a block diagram illustrating an identification card
database in accordance with one embodiment of the present
invention provided with a processor component of the system
of FIG. 1;

FIG. 4 is a block diagram illustrating exemplary entries
associated with the database of FIG. 3;

FIG. 5 is a flow diagram ofa method in accordance with the
present invention; and

FIG. 6 is an illustration of an exemplary quasi-cash docu-
ment generated by the system and method of the present
invention.

FIG. 7 is a block diagram of a wireless casino transaction
system in accordance with an embodiment of the present
invention;

FIG. 8A is a simplified plan view of an embodiment of a
portable remote control unit useful with the system of FIG. 7;

FIG. 8B is a block diagram of the portable remote control
unit of FIG. 8A;

FIG. 9 is a simplified plan view of a base processor useful
with the system of FIG. 7; and

FIGS.10A-10B is a flow diagram, illustrating one embodi-
ment of a method of performing a casino financial transaction
in accordance with the present invention.

DETAILED DESCRIPTION OF THE PREFERRED
EMBODIMENTS

One embodiment of a quasi-cash transaction system 10 in
accordance with the present invention is shown in block form
in FIG. 1. In a preferred embodiment, the quasi-cash transac-
tion system 10 is utilized within a casino 12 at which a casino
designee 14 (e.g., casino teller, pit boss, runner, employee of
a third party cash advance service provider, etc.) facilitates
the quasi-cash transaction for a customer 16. Alternatively,
the system 10 of'the present invention may be utilized in other
environments. Regardless, the system 10 preferably includes
a card reader 18, a processor 20, and a printer 22. These
components are described in greater detail below. In general
terms, however, the card reader 18 and the printer 22 are
electrically connected to the processor 20.

As part of a quasi-cash transaction, the casino designee 14
obtains a State or government identification card 24 from the
customer 16. Although a State identification is discussed
below, it is understood that other types of identification cards
could also be used. As described below, the State identifica-
tion card 24 provides identification information in a machine-
readable form. The card reader 18 is operated to retrieve the
machine-readable information from the State identification
card 24, with this information being signaled to the processor
20. The processor 20, in turn, compares the retrieved
machine-readable information with formatting information
provided by an identification card database 26 (denoted as
“ID DB” in FIG. 1). Based upon this comparison, the proces-
sor 20 parses desired customer identification information
from the retrieved machine-readable information, and gener-
ates quasi-cash document information based upon the parsed
information. The processor 20 prompts the printer 22 to print
an appropriate quasi-cash document (not shown) that other-
wise includes and displays the parsed customer information.
The casino designee 14 then delivers the quasi-cash docu-
ment to the customer 16. In one preferred embodiment, the
parsed customer identification information is stored in a data-
base (described below) for reference in future transactions.
Unlike existing cash advance transaction techniques, the sys-
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6

tem and method of the present invention preferably does not
require the casino designee 14 to manually enter customer
identification information as part of the quasi-cash document
generation process.

The card reader 18 is of a type known in the art and is
adapted to read and decode machine-readable information
stored on a State identification card 24. In this regard, the
State identification card 24 can assume a wide variety of
forms, but is generally in reference to an identification card,
such as a driver’s license, issued by a State of the United
States of America. To this end, most State identification cards
provide identification information in machine-readable form.
Exemplary technologies for presenting this machine-read-
able information include magnetic stripe, integrated circuit,
finger imaging, optical memory, bar code (two-dimensional),
and digital images. The card reader 18 is thus adapted to read
and decode information provided by the particular card tech-
nology. Magnetic stripe and bar code techniques are most
common, such that the card reader 18 is preferably a magnetic
card swipe reader that reads and decodes information on the
magnetic strip provided by the State identification card 24.
The card reader 18 sends information to a decode logic mod-
ule (not shown) which converts a serial bit stream from the
card reader 18 into a byte-wide stream for input to the pro-
cessor 20. Alternatively, the card reader 18 can be a “dip” card
reader, etc. Because most financial cards also include a mag-
netic stripe with machine-readable information, the card
reader 18 is further preferably adapted to read and decode
information from a financial card 28 of the customer 16.

The processor 20 is a microprocessor-based device,
capable of storing information and performing desired opera-
tions. In this regard, the processor 20 preferably includes
and/or is connected to a display screen 30, a keypad 32, a
transmission line 34, RAM 36, ROM 38, and the identifica-
tion card database 26. The software used to control operation
of the processor 20 is stored in the ROM 38. Further, the
identification card database 26 (as well as other databases
such as a customer database 40) are preferably stored in the
ROM 38 (it being noted that FIG. 1 illustrates the identifica-
tion card database 26 and the customer database 40 separate
from the ROM 38 for ease of illustration). Conversely, infor-
mation entered via the display 30, the keypad 32, and/or the
card reader 18 is stored by the processor 20 in the RAM 36 for
further processing. To this end, the display 30 and the keypad
32 are of types known in the art and can assume a variety of
forms. For example, the keypad 32 can be a keyboard, and the
display 30 can be a touch-screen display. One or both of the
display 30 and/or the keypad 32 can be eliminated depending
upon desired operation of the system 10. Finally, the trans-
mission line 34 provides a communication link to off-site
resources, such as a financial transaction processing service
provider, for example Vital Processing Services of Tempe,
Ariz.

Operation of the processor 20 to process financial card
information is known. However, electronic processing of
State identification card information in accordance with the
present invention represents a distinct advancement in the art.
In general terms, the processor 20 is adapted to parse desired
customer identification information from the State identifica-
tion card 24 (as otherwise read and decoded by the card reader
18) based upon reference to the identification card database
26. As described in greater detail below, the identification
card database 26 preferably includes a listing of format des-
ignations for identification cards associated with multiple
States (preferably, the identification card database 26
includes formatting designations for all fifty States) or other
identification card issuing bodies.
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As a starting point, the American Association of Motor
Vehicle Administrators (AAMVA) has established certain
general formatting standards for machine-readable informa-
tion stored on a State identification card. These standards are
outlined in a publication entitled “AAMVA National Stan-
dard for the Driver’s License/Identification Card” (2000),
commonly referred to as “AAMVA DL/ID 2000”. As previ-
ously described, virtually all current State identification cards
present the machine-readable information via a magnetic
stripe or a bar code. In this regard, current magnetic stripe
technology presents three tracks containing certain identifi-
cation information; bar codes are typically read in a two-
dimensional format. The AAMVA DL/ID 2000 recites
required and optional data elements for each of the tracks, as
well as preferred format conventions. Within each required
data element and format convention, however, numerous
variations are acceptable such that a universal “standard”
does not exist. In fact, the formatting of the machine-readable
information distinctly varies from State-to-State. Thus, the
processor 20 must be adapted to recognize the originating
State of the customer’s State identification card 24 and, based
upon reference to the identification card database 26, deter-
mine the formatting utilized by the particular State identifi-
cation card 24 and thus the “location” of relevant information.

For example, FIG. 2 presents a decoded listing of the
machine-readable information (in ASCII format) provided by
a hypothetical State identification card issued by the State of
Minnesota. The machine-readable information (referenced
generally at 50) is presented in three tracks 52a, 525, and 52c¢.
With respect to track 1 (52a), a series of ASCII characters are
presented. Each character occupies a designated data stream
location position. For example, the character “%” is located at
Position Number 1, whereas the character “?” is located at
Position Number 40 (with the one example of FIG. 2). Pur-
suant to the AAMVA DL/ID 2000 standards, certain charac-
ters are designated as sentinels and other characters represent
field delimiters. AAMVA DL/ID 2000-accepted ASCII sen-
tinels include “%”, *“;”, “#” as start sentinels; “?” as an end
sentinel; “*” and “=" as field delimiters. With these designa-
tions in mind, the converted ASCII character associated with
Track 1 (52a) of FIG. 2 includes the start sentinel “%” at
Position Number 1. Position Numbers 2 and 3 provide a state
identifier code (“MN” in the example of FIG. 2). Following
the state identifier code, the remaining characters up to the
first field delimiter (the first “"” at position 12 in FIG. 2)
represent the city component of the cardholder’s address.
Thus, with respect to the example of FIG. 2, the cardholder’s
city is “ANYTOWN?” (provided by the characters in Positions
4-11). In effect, the information presented between the start
sentinel (“%”) and the first field delimiter (") can be desig-
nated as {Field 1}.

The characters presented between the first field delimiter
(the “” at Position 12) and the second field delimiter (the “*
at Position 26) represents {Field 2}, and provides the card-
holder’s name. Thus, with respect to the example of FIG. 2,
Track 1 (52a) recites that the cardholder’s name is “JOHN
JACK DOE”. This name format/convention (e.g., first middle
last) is not an AAMVA requirement. In fact, many states
utilize differing formats/conventions (e.g., last first middle).
Further, the use of a blank space between the name compo-
nents (e.g., the blank character spaces at Track 1 Positions 17
and 22 in the example of FIG. 2) is not universally employed.
For example, identification cards issued by the State of Ohio
employ a “$” instead of a blank space (e.g., the name format-
ting for Ohio is “last$firstSMI”).

Finally, the characters presented between the second field
delimiter (e.g., the ™ at Position 26) and the stop sentinel
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(e.g., the “?” at Position 40) is designated as {Field 3} and
provides the cardholder’s street address. Thus, with reference
to the example of FIG. 2, the cardholder’s street address is
“111 ANY STREET”. Once again, the presentation of the
street address information varies from state-to-state. For
example, where the cardholder’s street address includes a
P.O. Box number, some states (such as Wisconsin) do not
include the ASCII characters “P.O. Box”. Thus, where the
cardholder’s street address is “P.O. Box 1237, a State identi-
fication card issued by the State of Wisconsin will only pro-
vide “123” in the {Field 3}, whereas other states will include
“P.O. Box 123”.

Track 2 (526 of FIG. 2) typically includes information
relating to Federal/State Identification Code, identification
card number, expiration date, and date of birth. With refer-
ence to the example of FIG. 2, following the start sentinel (*;”
at Position 1), the next six characters (Positions 2-7) provide
the Federal or State Identification Code (“123456” with the
example of FIG. 2). Identification card number information is
then provided. In this regard, formatting of the identification
card number varies greatly from state-to-state. The difficulty
in accurately designating the identification card number form
the Track 2 data stream is further complicated by the fact that,
pursuant to AAMVA DL/ID 2000 standards, Track 2 (525)
normally does not include alpha characters; however, the
actual identification card number assigned by the issuing
body (e.g., the State that issues the identification card) often-
times does include at least one alphabetic character (typically
an alpha prefix). For example, the identification card number
associated with the example of FIG. 2 is “D999999888888”.
The numeric component is found following the Federal Iden-
tification Code (e.g., beginning at Position 8) through the field
delimiter (“=" at Position 20). With Minnesota State identi-
fication cards, the alpha prefix component is presented in
numeric form via the two numbers appearing immediately
before the stop sentinel (“?” at Position 35 in FIG. 2). With
reference to the example of FIG. 2, then, the two numbers
found immediately preceding the stop sentinel are “04” (Posi-
tions 33 and 34). The numeric “04” translates to the letter
“D”. Once again, this is but one formatting convention. For
example, many states employ a two letter alpha prefix for the
identification card number; under these circumstances, one or
both of these alpha prefix characters can be represented in
numeric form within Track 2. Further, the location of the
alpha prefix designator varies from state-to-state. For
example, Ohio puts both alpha prefix numeric designations at
the front of the numeric component of the identification num-
ber. Regardless, following the field delimiter (“="), expira-
tion date and date of birth information are provided. With
respect to the example of FIG. 2, Minnesota designates the
expiration date information in Track 2 as (MMY'Y), such that
the exemplary identification card of FIG. 2 expires in Febru-
ary 2010 (i.e., “0210” at Positions 21-24). Other states may
include a century designation and/or a day of month of expi-
ration. Similarly, representation of the cardholder’s date of
birth may also vary. With respect to the example of FIG. 2, the
date of birth information is presented at Positions 25-32, and
is found to be “19680206”, representing a date of birth of Feb.
6, 1968. Other states may not include reference to the century
and/or may change a positioning of the day, month, and/or
year formatting.

Finally, Track 3 (52¢) is not found on many State-issued
identification cards. For those State identification cards that
do provide a Track 3, of particular interest is the zip code
information presented a certain number of positional spaces
after the start sentinel (“#”). Minnesota State identification
cards, for example, provide the zip code three positional
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spaces after the start sentinel (e.g., Positions 4-8). Thus, with
the example of FIG. 2, the cardholder’s zip code is “55123”.
Other States locate the zip code, along with other informa-
tion, at differing locations in Track 3 and/or in other tracks
(especially where the particular State identification card
machine-readable information technology does not provide
three tracks).

As described below, the system and method of the present
invention 25 addresses the wide-ranging differences in iden-
tification card information formatting to provide a universally
applicable system (i.e., not limited to reviewing identification
card information from only one State). An additional compli-
cation addressed by the system and method of the present
invention is that many states have issued multiple identifica-
tion card versions having varying machine-readable informa-
tion formatting. Over time, with the evolution of technology,
more information can be supplied within the machine-read-
able component of an issued State identification card. How-
ever, it is impossible to remove “older” versions from circu-
lation. Thus, for example, Minnesota has two identification
card versions currently available, with the older version (Ver-
sion 1) providing only two tracks and the new version (Ver-
sion 2) providing three tracks. The Version 1 identification
information formatting does not correlate with the Version 2
formatting.

With the above designations in mind, the identification
card database 26 (FIG. 1) associated with the processor 20
(FIG. 1) of the present invention preferably provides a listing
of all available State identification cards and corresponding
track formatting. In this regard, FIG. 3 provides an enhanced
representation of information provided with the database 26.
Each entry within the database 26 includes a state identifier
code (represented generally at column 60) that is matched
with machine-readable information formatting associated
with that state’s identification card (represented generally at
column 62). In a preferred embodiment, the database 26
includes entries for all fifty States, as well as other regions/
entities that issue standard identification cards (e.g., District
of Columbia, Puerto Rico, military, etc.). Alternatively, for-
matting for less than all fifty States can be provided. Prefer-
ably, however, the database 26 includes entries for at least
twenty-five different State identification cards. As shown in
FIG. 3, the state identifier code “AL” is the first entry under
the state identifier code column 60, representing an identifi-
cation card issued by the State of Alabama. The formatting
column 62 provides the track formatting details associated
with an Alabama identification card. In other words, the for-
matting designations associated with an Alabama-issued
identification card include, for example, the location and
ordering of first, middle, and last name components in Track
1; the location and ordering of address components in Track
1; the formatting of identification card number in Track 2;
etc., are provided. FIG. 3 further reflects the preferred
embodiment in which the database 26 includes formatting
peculiarities associated with a state having two or more iden-
tification card versions in circulation. In particular, FIG. 3
illustrates entries for two versions of Minnesota-issued iden-
tification cards.

Specific formatting designations for an exemplary Version
2 Minnesota-issued State identification card, otherwise pro-
vided within the format column 62, are shown in FIG. 4. The
Version 2 Minnesota State identification card includes three
tracks. For each track, specific formatting conventions asso-
ciated with the Version 2 Minnesota State identification card
is provided. For example, with respect to Track 1, the format-
ting requirements designate a start sentinel at ASCII Position
1; a state identifier code at ASCII Positions 2-3; city identi-
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fication at ASCII Position 4 through a first delimiter; name
identification components at ASCII characters between the
first and second delimiters; and address and identification at
ASCII characters between the second delimiter and the end
sentinel. Within each designated field, formatting details are
further provided (e.g. the ordering of name components, iden-
tifying unique characters such as a “blank™ ASCII position,
etc.). Similar formatting conventions are provided for Tracks
2 and 3. Once again, because most states have certain format-
ting idiosyncrasies, each format recited in the database 26
will be unique to an issuing state and/or version.

During use, and with reference to FIG. 1 and the simplified
flow diagram of FIG. 5, the customer 16 approaches the
casino designee 14 to initiate a quasi-cash transaction (e.g., a
cash advance transaction). The customer 16 provides the
casino designee 14 with their financial institution card 28 and
State identification card 24. At step 80, the casino designee 14
processes the financial institution card 28 in a known fashion.
For example, the casino designee 14 “swipes” the financial
institution card 28 through the card reader 18, and enters a
desired transaction dollar amount via the keyboard 32 and/or
the display 30 (where the display 30 is a touch-screen dis-
play). The processor 20 performs a transaction authorization
routine whereby the financial institution card 28 information
and desired dollar amount are signaled, via the transition line
34, to a financial transaction processing service provider that
authorizes or denies the desired transaction. Assuming the
desired transaction is authorized, the processor 20 references
the customer database 40 to determine whether identification
information associated with the customer 16 (recognized via
processing of the financial card 28 above) is available at step
82. Ifthe customer identification information is already avail-
able to the processor 20, the transaction information is gen-
erated and verified at step 84, as described in greater detail
below. If sufficient customer identification information is not
available (e.g., the customer 16 is not listed in the customer
database 40 or the information saved in the customer database
40 does not include entries for all categories required for the
quasi-cash document), the casino designee 14 processes the
State identification card 24 at step 86.

In particular, the casino designee 14 operates the card
reader 18 to process the machine-readable information pro-
vided with the State identification card 24. Once again, this
machine-readable information can be provided in a variety of
formats, but is conventionally provided as a magnetic stripe or
bar code. The card reader 18 decodes the machine-readable
information (e.g., hexadecimal machine-readable informa-
tion) provided with the State identification card 24 into an
ASCII format, with this data stream being signaled to the
processor 20. The processor 20, in turn, determines whether
the state/entity otherwise issuing the State identification card
24 is available in the identification card database 26 at step 88.
In particular, the processor 20 retrieves the state identifier
code found in Track 1 of the machine-readable information.
As previously described, the state identifier code is a two-
alpha character component found at Positions 2 and 3 of
Track 1 (e.g., with reference to the example of FIG. 2, the state
identifier code immediately follows the start sentinel in Track
1). The so-identified state identifier code is then compared
with the listings provided in the identification card database
26. For example, with reference to FIG. 3, the state identifier
code column 60 is reviewed to determine whether the state
identifier code associated with the processed State identifica-
tion card 24 is available. To this end, where the identification
card database 26 indicates that a particular state has multiple
State identification card versions, the processor 20 further
determines a version of the particular State identification card
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24 being processed and whether formatting for that version is
available within the identification card database 26. For
example, with reference to FIG. 3, where a determination is
made that the particular State identification card 24 is a Min-
nesota identification card, the processor 20 reviews the data
stream provided by the card reader 18 to determine whether
two or three tracks are present. If three tracks are present, the
processor 20 concludes that the State identification card 24 is
a Minnesota Version 2 State identification card; where only
two tracks are present, Version 1 is designated. Depending
upon the multiple version formats employed by a particular
State, the processor 20 can determine a version of the State
identification card in other manners.

If, at step 88, it is determined that the identification card
database 26 does not include formatting information relating
to the particular State identification card 24, the casino des-
ignee 14 is prompted, at step 90, to manually enter customer
identification information via the keyboard 32 and/or the
display 30. Conversely, where the identification card database
26 does provide formatting information for the State identi-
fication card 24 being processed, requisite customer identifi-
cation information is parsed from the data stream at step 92.

In particular, the processor 20, with reference to the for-
matting requirements identified by the identification card
database 26, reviews the information presented in Tracks 1,2,
and 3 (where three tracks are present). In this regard, the
customer identification information required for a “com-
plete” quasi-cash document can vary, but will normally
include atleast the customer’s 16 name. The customer’s name
must be presented in proper order (e.g., first name, middle
name, last name); based upon the formatting parameters pre-
sented by the identification card database 26, the processor 20
will accurately parse each component of the customer’s name
from Track 1 and assign proper order to the parsed customer
name information, regardless of the unique presentation of
customer name information employed by the State issuing the
State identification card 24.

Additional customer identification information can also be
parsed from the track data streams, including, for example,
address, identification card number, expiration date, date of
birth, telephone number, etc. In a most preferred embodi-
ment, the customer’s full name, address and identification
card number are parsed. The identification card database 26
facilitates the processor 20 accurately parsing this informa-
tion and storing in proper order, along with addressing idio-
syncrasies of certain State identification card formatting. For
example, where the identification card number includes an
alpha prefix component and the associated Track 2 data
stream presents the alpha prefix in numeric form offset from
the numeric component, the processor 20, based upon refer-
ence to the identification card database 26 formatting instruc-
tions, parses the alpha prefix component, converts to alpha-
betic form, and properly orders the alpha prefix relative to the
parsed numeric component.

The desired, parsed customer identification information
(or the customer identification retrieved from the customer
database 40 at previous step 82) is then verified by the casino
designee 14 at step 84. In particular, the processor 20 gener-
ates quasi-cash document information required for proper
issuance of a quasi-cash document. To ensure that the later-
printed quasi-cash document is accurate, the casino designee
14 verifies the information, such as by reviewing the gener-
ated quasi-cash document information via the display 30. If
errors are noted and/or if additional information is needed, the
casino designee 14 can manually enter/edit the information,
such as via the keyboard 32 and/or the display 30. Further, and
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in one preferred embodiment, the casino designee 14 verifies
that a photograph appearing on the State identification card
28 is that of the customer 16.

Once the quasi-cash document information has been veri-
fied, the customer identification information is preferably
stored in the customer database 40 provided by the processor
20 at step 94. Subsequently, the quasi-cash transaction is
finalized at step 96.

In particular, the quasi-cash document information, as oth-
erwise generated by the processor 20, is formatted in con-
junction with the desired (and approved) dollar amount for
printing on a quasi-cash document. An exemplary quasi-cash
document is shown at 100 in FIG. 6. The quasi-cash docu-
ment 100 includes the desired transaction dollar amount,
along with the customer identification information, as
retrieved from the machine-readable information associated
with the State identification card 24. Thus, the quasi-cash
document 100 will preferably include the customer’s name,
with name components presented in proper order, and possi-
bly other relevant information, such as address, identification
card number, date of birth, etc. To this end, the appearance of
the customer identification information can vary from that
shown in FIG. 6. For example, the customer’s last name can
appear first, a middle initial provided, etc. Because the system
and method of the present invention is able to accurately
assign the parsed information into desired categories (e.g.,
first name, last name, city, zip code, identification card num-
ber, etc.), the identification information on the quasi-cash
document 100 can be accurately presented in any desired
format. Notably, the customer identification information dis-
played on the quasi-cash document 100 need not include all
information parsed from the identification card 24.

The processor 20 prompts the printer 22 to print the quasi-
cash document 100. Once printed, the quasi-cash document
100 is presented to the customer 16 in an un-signed form. The
customer 16 can then, if he/she so chooses, execute the quasi-
cash document 100 and provide it to the casino designee 14
who then exchanges the executed quasi-cash document 100
for cash and/or casino-issued negotiable items (e.g., chips,
casino gaming card, etc.).

The quasi-cash document can take a number of forms,
including a physical negotiable instrument or a non-nego-
tiable receipt. In one embodiment, where the document is a
negotiable instrument such as a money order, the cash
advance transaction flow of funds proceeds as follows: (1) the
customer initiates a Debit or Credit POS transaction via one
of several possible systems, e.g., Kiosk or ATM; (2) the
customer receives authorization or denial from the selected
system; (3) if authorized, the customer proceeds to the cash-
ier’s cage or central cage station and provides to a cashier
identification and the credit/debit card used to initiate the
transaction; (4) the cashier validates the customer’s identity
based on the identification, retrieves the transaction informa-
tion using the selected system or a cash advance application
that is networked to and interfaces with the selected system,
and completes the cash advance application; (5) the selected
system or the cash advance application prints a negotiable
instrument presentable to the casino or a third-party facilita-
tor of the process; (6) the customer endorses the negotiable
instrument payable to the casino or the third-party facilitator,
(7) the casino reimburses the customer for amount of the
negotiable instrument, less a commission if appropriate, with
cash or another casino-issued negotiable item (e.g., chips,
casino gaming card, etc.); and (8) the casino deposits the
negotiable instrument into its financial institution to receive
funds from the financial institution or the third-party facilita-
tor for the amount of the instrument.
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As described above, the physical instrument is generated
and then endorsed by the customer conducting the transac-
tion. The negotiable instrument provides at least two func-
tions: (1) the document is a negotiable item that the casino can
use to receive reimbursement from a financial institution or a
third-party facilitator; and (2) the document serves as proof
that the transaction was completed and the customer received
his cash. Casinos typically deposit such negotiable instru-
ments with a financial institution at the end of each business
day. The checks then follow the typical processing and clear-
ing process involved with posting such items. Another
embodiment is now described that requires even less paper-
work and processing steps involved in depositing a physical
instrument.

In another embodiment, a receipt is printed in lieu of a
negotiable instrument. This is a “checkless” cash advance
transaction. As described in more detail herein, the “check-
less” cash advance transaction generates a non-negotiable
draft rather than an actual negotiable instrument as a transac-
tion receipt. The casino customer is still required to sign the
draft or a receipt to complete the transaction (this signed
receipt provides proof of cash dispersal should a dispute
arise), but rather than filing it for subsequent deposit, the
document is stored physically or electronically scanned via a
scanner, e.g. a Magtek check scanner, and the image is elec-
tronically stored by the casino or sent to a third-party facili-
tator. These physical receipts or electronic images can then be
used for reference when resolving transaction disputes. Addi-
tionally, the transaction data can be used to automatically
determine the net settlement amount for a casino property for
a given settlement period, and the funds deposited electroni-
cally (e.g., via an ACH file) in lieu of depositing the physical
instrument.

In this “checkless” embodiment the quasi-cash document
is a non-negotiable instrument, such as a receipt, and cash
advance transaction flow of funds proceeds as follows: (1) the
customer initiates a Debit or Credit POS transaction via one
of several possible systems, e.g., Kiosk, ATM or wireless
device; (2) the customer receives authorization or denial from
the selected system; (3) if authorized, the customer proceeds
to the cashier’s cage or central cage station and provides to a
cashier identification and the credit/debit card used to initiate
the transaction; alternatively, if the customer initiated the
transaction on a wireless device, e.g. a remote control unit
(RCU), the customer does not need to leave the gaming sta-
tion where he is located, but rather the customer provides his
identification and the credit/debit card to a cashier/attendant,
or “runner,” at the gaming station (the specific functionality of
the RCU is further described below); (4) the cashier or atten-
dant validates the customer’s identity, retrieves the transac-
tion information using the selected system or a cash advance
application that is networked to and interfaces with the
selected system, and completes the cash advance application;
(5) the selected system or the cash advance application prints
a transaction receipt; (6) the customer signs the receipt con-
firming the transaction took place (the customer’s signature
may be acquired on the physical receipt or it may be captured
electronically through an electronic signature pad); (7) the
receipt image is either physically stored or scanned and
retained electronically and stored for subsequent transmittal
to a central server (the central server may be maintained by
the casino or a third-party facilitator that maintains the cash
advance application); (8) the transaction information, includ-
ing the receipt image if applicable, is recorded on the central
server; and (9) the central server generates an ACH file con-
taining all the cash advance transactions completed for a
predetermined specified settlement period and electronically
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transmits the ACH file to the casino’s designated financial
institution for processing and successive posting of the depos-
its.

The “checkless” cash advance transaction has numerous
advantages over existing systems. The casino benefits from
the checkless transaction because all deposits are made elec-
tronically. The casino’s financial institution typically receives
funds for the current day’s cash advance transactions within
two business days. Additionally, the casino will not have the
burden of physically depositing hardcopy drafts with the
financial institution. Moreover, a casino that does not have a
means to immediately transmit a paper document to the third-
party facilitator or its financial institution can quickly trans-
mit an ACH file electronically through various means (e.g.,
satellite from a cruise ship casino). The third-party facilitator
benefits from the checkless transaction because research and
retrieval of transaction receipts in the event of a cardholder
dispute can be completed online with the option to display
and print the electronic image of the signed customer receipt.
There is no need for the third-party to managed or handle
physical checks.

The system and method of'the present invention provides a
distinct improvement over previous configurations. In par-
ticular, the time requirements for performing a quasi-cash
transaction (such as a cash advance transaction) are greatly
minimized as necessary customer information need not be
manually entered. In this regard, the system and method of the
present invention preferably accounts for all formatting idio-
syncrasies associated with the multitude of issued State iden-
tification cards. In one preferred embodiment, a customer
database is automatically provided with customer identifica-
tion information parsed from a State identification card.

As mentioned above, an alternative embodiment of a
casino financial transaction system 210 in accordance with
the present invention includes the use of wireless technology.
As shown in block form in FIG. 7, the system 210 includes a
portable remote control unit (RCU) 212, a base processor
module 214, and a printer 216. In general terms, the system
210 is adapted for use within a casino 218 having at least one
gaming station 220. The gaming station 220 can assume a
wide variety of forms, including, for example, a gaming
machine (e.g., slot machine, video poker, keno terminal, etc.)
oragamingtable (e.g., black jack, poker, craps, roulette, etc.).
Regardless, the RCU 212 is adapted to facilitate a financial
card-type transaction (e.g., credit card, bank card, debit card,
etc.), and is presented to a customer 222 otherwise located at
the gaming station 220. Information relating to the desired
financial transaction is entered into the RCU 212, that in turn
signals the information to the base processor module 214 via
wireless transmission. In one preferred embodiment, a termi-
nal transceiver (not shown) is provided for receiving the wire-
less transmission. The base processor module 214, in turn, is
operated to obtain approval for the desired financial transac-
tion. Upon receiving approval for the desired transaction, the
customer 222 enters his/her signature into the RCU 212 that
in turn forwards an electronic copy of the customer’s signa-
ture to the base processor module 214. The base processor
module 214 then operates the printer 216 to print a negotiable
financial document that includes the customer’s signature.
Finally, a financial instrument (e.g., chips, cash, check, etc.) is
presented to the customer 222 at the gaming station 220.
Thus, the entire financial transaction occurs without the cus-
tomer 222 ever leaving the gaming station 220.

One embodiment of the portable RCU 212 is shown in
greater detail in FIGS. 8A and 8B. As a point of reference,
FIG. 8A provides a top plan view of the RCU 212, whereas
the internal components are shown in block form in FIG. 8B.
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With this in mind, the RCU 212 preferably includes a micro-
processor 230, a power source 232, a touch-screen display
234, a keypad 236, RAM 238, ROM 240, a magnetic card
swipe reader 242, a decode logic module 244, and an IR
transmitter 246. Construction and connection of the various
components 230-246 are known in the art, and their interre-
lationship is described as follows.

The power source 232 is adapted to supply requisite power
to other components of the portable RCU 212 (e.g., the micro-
processor), and renders the RCU 212 truly portable. Thus, in
one preferred embodiment, the power source 232 is a battery,
although other types of self-contained power supply devices
are acceptable. Alternatively, the RCU 212 can be adapted to
be powered by a separate power supply provided within the
casino 218 (FIG. 7).

The touch-screen display 234 and the keypad 236 provide
a means for interaction between the customer 222 (FIG. 7)
and the RCU 212. For example, the touch-screen display 234
can be operated to display various instructions and selection
options to the customer 222 related to a desired financial
transaction, with the displayed information/selections chang-
ing throughout a transaction operation. The keypad 236 pret-
erably presents “standard” selection options to the customer
222, such as a “cancel” key 248, a “clear” key 250, and a
“enter” key 252. The microprocessor 230 is adapted to per-
form a desired operation in response to depression of one of
these keys 248-252. For example, pressing the “cancel” key
248 causes the microprocessor 230 to immediately end a
particular transaction operation. The “clear” key 250 prompts
the microprocessor 232 to clear previously entered informa-
tion. Finally, the “enter” key 252 confirms that certain entered
information is correct.

The touch-screen display 234 is further preferably format-
ted to provide a signature-capturing feature. In particular, the
touch-screen display 234 in conjunction with the micropro-
cessor 230 is preferably adapted to designate a signature box
(shown generally at 254 in FIG. 8A) at a desired time during
a financial transaction procedure within which the customer
222 can write his/her signature, such as via an electronic pen
256. The so-entered signature is electronically stored in an
analog or digital format by the microprocessor 230 such as in
the RAM 238. Alternatively, other techniques for electroni-
cally storing a signature can be incorporated into the RCU
212.

The software used to control operation of the microproces-
sor 230 is stored in the ROM 240. Conversely, information
entered via the touch-screen display 234, the keypad 236,
and/or the magnetic card swipe reader 242 is stored by the
microprocessor 230 in the RAM 238 for further processing.
In particular, the microprocessor 230 formats the data and
signals information via the IR transmitter 246.

The magnetic card swipe reader 242 reads and decodes
information on a magnetic stripe provided by a financial card
and/or an identification card (not shown) otherwise swiped
through the reader 242. The swipe reader 242 sends informa-
tion to the decode logic module 244 that converts the serial bit
stream from the reader 242 into a byte-wide stream for input
to the microprocessor 230. Alternatively, other configurations
for converting information provided by the financial card
and/or identification card otherwise swiped (or dipped)
through the reader 242 can be incorporated.

Finally, in one embodiment, the RCU 212 includes a
printer module 258 that is otherwise connected to the micro-
processor 230. As described in greater detail below, the
microprocessor 230 is adapted to operate the printer module
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258 to print a transaction receipt that in turn is provided to the
customer 222 (FIG. 7) upon completion of a financial trans-
action.

In one preferred embodiment, the RCU 212 is a remote
control unit available under the trade name “ICE 4000” from
Hypercom Corp., of Phoenix, Ariz. Alternatively, other forms
are equally acceptable.

Further detail regarding the base processor module 214 is
provided in FIG. 9. In this regard, the base processor module
214 preferably includes a base processor 270 and a wireless
transmitting/receiving device 272. The base processor 270 is
a microprocessor-based device, capable of storing informa-
tion and performing desired operations. In one embodiment,
the base processor 270 includes a display screen 274, a key-
pad 276, a phone line port 278, a printer port 280, and a power
supply receptacle 282. In one preferred embodiment, the base
processor 270 is a processor device available under the trade
name “ICE 5500” from Hypercom Corp., of Phoenix, Ariz.,
although other configurations are equally acceptable. In a
further preferred embodiment, the base processor 270 further
includes, or has access to, a memory (not shown) in which
customer information is stored in a designated database. As
described below, this database can be periodically referenced
to retrieve previously entered identification information for a
repeat user of the system 210 (FIG. 7).

The display 274 is adapted to inform a user of a particular
operational status, whereas the keypad 276 affords the ability
to enter desired information.

The transmitting/receiving device 272 is adapted to trans-
mit and receive wireless signaled information to and from the
RCU 212 (FIG. 8A) for subsequent processing. In one
embodiment, the transmitting/receiving device 272 includes
aterminal transceiver 284 and an antenna 286. An appropriate
terminal transceiver interface device is available from Hyper-
com Corp., of Phoenix, Ariz. Alternatively, the transmitting/
receiving device 272 can be incorporated directly into a hous-
ing 288 otherwise provided by the base processor 270.
Regardless, the transmitting/receiving device 272 is adapted
to wirelessly transmit information to, and receive information
from, the portable RCU 212.

A preferred method of operating the system 210 in accor-
dance with the present invention is provided in flow diagram
form in FIGS. 10A and 10B. Beginning at step 100, the
customer 222 is located at the gaming station 220 within the
casino 218. Once again, the gaming station 220 can be one of
many gaming activities typically found at a casino, such as a
gaming machine (e.g., slot machine, a video poker machine,
keno machine, etc.), or a gaming table (e.g., card table, rou-
lette table, craps table, bingo table, etc.).

The customer 222 then desires to obtain cash or other
negotiable instrument to continue playing at the gaming sta-
tion 220. With this in mind, at step 102, the portable RCU 212
is provided to the customer 222 at the gaming station 220. For
example, where the gaming station 220 is a card table, the
portable RCU 212 can be located on the table itself, or can be
stored within arm’s reach of an attendant (e.g., dealer, pit
boss, etc.) who then provides the portable RCU 212 to the
customer 222. Alternatively, casino “runners” are normally
dispersed throughout the casino 218 who constantly walk
about the casino 218, and are available to assist customers.
With this in mind, where the customer 222 is located at a
discrete gaming station (e.g., slot machine, video poker, etc.),
the runner or other casino personnel can hand deliver the
portable RCU 212 to the customer 222. Regardless, the cus-
tomer 222 is not required to exit or otherwise leave the gam-
ing station 220 to access or interact with the portable RCU
212.
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In one preferred embodiment, the RCU 212 then prompts
the customer 222 (or casino attendant) to enter location iden-
tification information indicative of the particular casino loca-
tion (or gaming station) at which the RCU 212 and the cus-
tomer 222 are currently located at step 103. As described in
greater detail below, documentation and/or a negotiable
instrument may be delivered from a location of the base
processor module 214 to the customer 222 upon completion
of the financial transaction. To ensure that the document(s)
and/or instrument is correctly delivered to the customer 222
(and not to a different customer using a separate RCU), an
indication is preferably provided to the base processor mod-
ule 214 (and thus a casino attendant otherwise responsible for
delivering document(s)/instruments from the base processor
module 214) of the casino location at which the financial
transaction is being performed. The location identification
information can assume a wide variety of forms, such as
cashier number/designation, table number/designation, gam-
ing machine number/designation, etc. Alternatively, the RCU
212 can be programmed to automatically provide pre-deter-
mined location identification information (e.g., where the
RCU 212 is permanently located at a specific gaming table,
the corresponding table number/designation information can
be entered into, and saved by, the RCU 212). Where appro-
priate, the proper location identification information is
entered at step 104. Alternatively, where identifying a specific
location of the RCU 212 and/or the customer 222 is of little or
no concern, steps 103 and 104 can be omitted.

The customer 222 enters information derived from a finan-
cial institution-issued card otherwise owned by the customer
222 at step 105. As is known, various financial institutions
issue cards to their customers that include account informa-
tion based upon which the customer can utilize to access
funds otherwise maintained in that account. Examples of
available financial institution cards include credit cards, debit
cards, bank cards, etc. The account information can be manu-
ally entered by the customer 222 (and/or an attendant) via the
touch-screen display 234, or by simply swiping (or dipping)
the card through the magnetic card swipe reader 242 (FIG.
8A).

The RCU 212 then prompts the customer 222 to enter
transaction information into the RCU 212 at step 106. In
particular, the customer 222 is requested to enter a desired
amount of the proposed financial transaction. At step 108, the
customer 222 provides the transaction information to the
RCU 212, such as by the touch-screen display 234.

In one preferred embodiment, the RCU 212 is adapted to
determine a transaction fee to be paid by the customer 222
based upon the previously-entered desired amount (e.g., 7%
of'the desired amount). Alternatively, a predetermined “stan-
dard” transaction fee can be stored by the RCU 212 (e.g.,
$25). Regardless, the determined transaction fee is displayed
to the customer in conjunction with the desired transaction
amount at step 109, along with a request that the customer 222
confirm that the desired transaction amount is correct and that
he or she agrees to pay the transaction fee (e.g., pressing a
designated key on the RCU 212). Alternatively, the financial
transaction of the present invention can be performed without
a transaction fee.

The financial card information and transaction information
(including the transaction fee where applicable) are signaled
from the RCU 212 to the base processor module 214 via
wireless transmission at step 110. In a preferred embodiment,
the previously entered location identification information is
also signaled from the RCU 212 to the base processor module
214, and in particular the transmitting/receiving device 272,
atstep 110. The base processor 270 is then operated to obtain
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approval for the desired financial transaction (including the
transaction fee where applicable) from the financial institu-
tion that otherwise issued the particular financial card at step
112. For example, the base processor 270 can be connected
(such as via a phone line) to a financial transaction processing
service provider. Again, one such service provider is Vital
Processing Services of Tempe, Ariz. In general terms, the
requested transaction amount (including the transaction fee
where applicable) is either authorized or denied by the ser-
vice, with this decision then being provided to the base pro-
cessor 270. The base processor 270, in turn, signals (via the
transmitting/receiving device 272) the approval or denial of
the transaction request to the portable RCU 212 at step 114.

Assuming the requested transaction amount (including the
transaction fee where applicable) has been approved, the
portable RCU 212 then prompts the customer 222, at step
116, to enter personal identification information, such as the
customer’s 222 name, address, zip code, etc. In one preferred
embodiment, the base processor module 214 maintains a
personal identification database. In the event the customer
222 has previously performed a financial transaction through
the system 210 (as indicated, for example, by previously
processing a financial institution card matching the financial
card information previously provided at step 104), the base
processor module 214 can signal saved personal identifica-
tion information to the RCU 212 that in turn displays it to the
customer 222. The customer 222 need only confirm the accu-
racy of the displayed information. Alternatively, the personal
information is retrieved from a personal identification card, as
outlined below. Regardless, at step 118, the requested infor-
mation is entered (or confirmed or updated if necessary),
either manually via the touch-screen 234 and/or the keypad
236, or by swiping an appropriate identification card (e.g., a
driver’s license formatted to include a magnetic strip). An
attendant, at step 120, then verifies the entered information.

At step 122, the RCU 212 prompts the customer 222 to
enter his/her signature into the RCU 212. The customer 222
personally provides this signature at step 124. Once again, the
customer 222 can enter his/her signature into the RCU 212 in
a variety of fashions, but is preferably accomplished via the
electronic pen 256 and the designated box 258 provided on
the touch-screen display 234. Regardless, at step 126, the
RCU 212 electronically captures and stores the entered sig-
nature. The RCU 212 then signals the identification informa-
tion and the electronically captured signature to the base
processor module 214 via a wireless transmission, as previ-
ously described, at step 128.

With the relevant identification and electronically captured
signature information in hand, the base processor 270 is oper-
ated, at step 130, to print a negotiable financial document via
the attached printer 216. The negotiable financial document
can assume a variety of forms, such as a check or money
order, but will include the customer’s 222 signature (repro-
ducing in ink on the printed document the electronically
captured signature). In one preferred embodiment, the printed
negotiable document is a financial note issued by a providers
of'the system 210, that, when cashed by the casino, is drawn
upon the system provider’s bank account. With this approach,
the customer’s signature is necessary to satisfy draft comple-
tion requirements set forth by most, if not all, financial insti-
tutions that issue financial cards. Thus, the customer’s signa-
ture ensures that the system provider (or other third party
provider) will not be held liable in the event the customer 222
later disputes the transaction.

The printed negotiable financial document will have a
negotiable monetary value equivalent to a value of the desired
financial transaction. In one preferred embodiment, where the
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financial transaction includes a transaction fee, the negotiable
financial document will have a monetary value equal to the
desired amount, along with a notation that the financial trans-
action fee has been charged against the customer’s 222 des-
ignated account, with this transaction fee having been trans-
ferred to a separate designated financial account (e.g., the
provider of the system 210) by the base processor module
214. Notably, this type of financial transaction processing is
normally carried out through an automated clearing house
(ACH) as is known in the art. In a further preferred embodi-
ment, the printed negotiable financial document includes the
previously provided location identification information for
reasons described below.

Regardless of the exact content, once printed, the casino
218 can process the negotiable financial document in accor-
dance with its internal procedures. In one preferred embodi-
ment, multiple copies of the negotiable financial document
are printed, with only one of the printed documents be validly
negotiable. For example, the document can be printed in
triplicate, with two of the three versions being denoted as
“non-negotiable”. In any event, at step 132, a negotiable
instrument is delivered to the customer 222 having a mon-
etary value equal to the monetary value of the printed nego-
tiable financial document. The negotiable instrument deliv-
ered to the customer can assume a variety of forms, and can
include for example cash, chips, a separately prepared money
order, or the previously printed financial document. Delivery
of the negotiable instrument can take a variety of forms. For
example, the attendant or runner (or other casino personnel)
can review the approved information provided by the portable
RCU 212 and provide the customer 222 with an amount of
cash or chips equivalent to the approved amount or a casino-
issued gaming card programmed to provide an account with
the casino having a balance equivalent to the approved
amount. Alternatively, an operator of the base processor mod-
ule 214 can, after reviewing and processing the printed nego-
tiable financial document, personally deliver, or direct
another casino employee or other designee to deliver, chips,
cash, or a casino-issued gaming card to the customer 222. In
one preferred embodiment, the portable RCU 212 is further
operated to print a transaction receipt that is given to the
customer 222. In addition, or alternatively, a copy of the
previously printed negotiable document is provided to the
customer 222. In this regard, the location identification infor-
mation, otherwise preferably printed on the document, pro-
vides a clear indication to the casino employee of where in the
casino the document (and/or negotiable instrument) is to be
delivered. This is especially useful in a casino having multiple
RCUs 212 in operation.

Additionally, the RCU 212 is also capable of processing a
checkless transaction as discussed above. In this embodi-
ment, printed receipts are provided by RCU 212 at the
completion of the transaction.

The system and method of the present invention provides a
marked improvement over previous designs. In particular,
casino customers are able to conveniently obtain additional
monetary funds via an off-site financial institution account
without ever having to leave the gaming station at which the
customer is located. The all-to-common frustration of prema-
turely terminating a gaming activity is avoided and casinos
are better able to keep a customer engaged in a gaming activ-
ity.

Although the present invention has been described with
reference to preferred embodiments, workers skilled in the art
will recognize that changes can be made in form and detail
without departing from the spirit and scope of the present
invention. For example, the identification card used could be
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any card deemed to be a reliable source of identification.
Often, these include government issued cards such as driver’s
licenses, passports, etc. Additionally, while the system and
method of the present invention has been described in the
context of a casino, other environments are equally accept-
able. The quasi-cash transaction can be performed in other
locales, such as a racetrack, bingo parlor, nightclub, etc.
What is claimed is:
1. A method for conducting a checkless cash access settle-
ment, comprising:
receiving, at an electronic cash access system terminal
located in a gaming environment, a request from a cus-
tomer for a cash access transaction using a financial
account instrument, the cash access transaction used to
request a disbursal of cash currency funded from a finan-
cial account owned by the customer at a financial insti-
tution, the financial account instrument used to access
the financial account owned by the customer, and the
financial account instrument including a first set of per-
sonal information regarding the customer;
obtaining pre-authorization for performance of the cash
access transaction with the financial account;

providing information regarding said requested cash
access transaction at a station at a cash disbursement
location;
obtaining customer identification from a customer identi-
fication medium provided by the customer at the station,
the customer identification medium issued by a third
party and being distinct from the financial account
instrument, and the customer identification medium
including a second set of personal information regarding
the customer, the second set of personal information
being encoded on the customer identification medium
independent from the first set of personal information;

validating an identity of the customer based on a compari-
son of the first and second sets of personal information
provided from the customer identification and the finan-
cial account instrument by determining whether a subset
of the first set of personal information corresponds with
a subset of the second set of personal information;

completing, via the station, the cash access transaction
with the financial account responsive to validation of the
customer identification; and

disbursing cash currency requested in the cash access

transaction to the customer at the station.

2. The method of claim 1, wherein the cash access system
terminal is provided at a gaming station, and wherein the
gaming station comprises a gaming table or a game machine.

3. The method of claim 1, wherein the cash access system
terminal comprises a portable, remote control unit (RCU)
operable by the customer.

4. The method of claim 1, wherein the cash access system
terminal is one of: a kiosk, an ATM, a gaming station, or a
wireless device.

5. The method of claim 1, wherein the financial account
instrument comprises a debit card, bank card, or credit card,
and wherein the cash access transaction comprises a cash
advance, quasi-cash, or cash equivalent transaction.

6. The method of claim 1, wherein the customer identifi-
cation medium comprises an identification card encoded with
the second set of personal information that is distinct from the
first set of personal information encoded on the financial
account instrument.

7. The method of claim 6, wherein the identification card
comprises a government-issued identification card.

8. The method of claim 7, wherein the government-issued
identification card comprises a driver’s license.
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9. The method of claim 1, wherein the customer identifi-
cation medium includes an electronic identification file com-
prising the second set of personal information that is distinct
from first set of personal information encoded on the financial
account instrument, and further comprising the step of elec-
tronically capturing the second set of personal information
from said customer identification medium by transferring the
electronic identification file from a customer device.

10. The method of claim 1, further comprising:

electronically validating the second set of personal infor-

mation received from the customer identification
medium of a customer electronic device with said first
set of personal information; and

sending the customer an electronic confirmation respon-

sive to successtully validating the customer identifica-
tion.

11. The method of claim 1, further comprising:

obtaining a signature of the customer to be used for at least

a future cash access transaction;

storing an electronic record of the signature responsive to

obtaining the signature of the customer; and

accessing the electronic record in connection with the

future cash access transaction.

12. The method of claim 1, further comprising:

obtaining a signature of the customer in connection with

the cash access transaction; and

storing an electronic record of the signature responsive to

obtaining the signature of the customer.

13. The method of claim 12, wherein obtaining a signature
of'the customer includes printing a transaction receipt for the
cash access transaction and providing the transaction receipt
to the customer to obtain a signature on the transaction
receipt, and wherein storing an electronic record of the sig-
nature includes obtaining an electronic image of the transac-
tion receipt and storing the electronic image in the electronic
record.

14. The method of claim 13, wherein the transaction receipt
is a nonnegotiable instrument providing proof of cash dis-
persal.

15. The method of claim 12, wherein obtaining a signature
of the customer includes capturing the signature via a touch
screen or signature pad associated with the cash access sys-
tem terminal.

16. The method of claim 1, further comprising transmitting
information of the cash access transaction for inclusion in an
electronic deposit transaction, wherein the electronic deposit
transaction provided for a plurality of cash access transac-
tions completed in a settlement period is an automated clear-
ing house (ACH) transaction for the plurality of cash access
transactions, wherein the plurality of cash access transactions
are performed by a plurality of customers, and wherein an
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ACH file referencing the plurality of cash access transactions
is used in connection with the ACH transaction.

17. The method of claim 16, further comprising electroni-
cally transmitting the ACH file to at least one financial insti-
tution for processing and successive posting of electronic
deposits correlating to the plurality of cash access transac-
tions.

18. A system, comprising:

a cash access transaction device operable in a gaming

environment configured to:

receive a request from a customer for a cash access
transaction with a financial card, the cash access
transaction used to conduct a dispersal of cash cur-
rency funded from funds transferred from a financial
account owned by the customer, and the financial
account being associated with the financial card;

receive card information from the financial card, the
card information comprising a first set of personal
information of the customer; and

transmit card information for use in generating a pre-
authorization for said cash access transaction with
said financial account;

a station at a cash disbursement location configured to:

provide information regarding the requested cash access
transaction to a user of said station; and

receive input of validation from said user of a customer’s
identity from a comparison of a second set of personal
information to the first set of personal information, the
second set of personal information being presented on
a customer identification medium, the customer iden-
tification medium being provided from a third party
unrelated to the financial

account, and the second set of personal information being

independent from the first set of personal information;
and

a cash access transaction base processor, configured to:

receive information from said cash access transaction
device;

obtain validation of the customer identification informa-
tion and the financial card from said station; and

complete the cash access transaction with the financial
account responsive to validation of the identification.

19. The system of claim 18, wherein the cash access pro-
cessing device is provided at a gaming station in the gaming
environment, the gaming station being one of:

a gaming table, bingo system, keno system, betting station,

server-based gaming terminal, or a gaming machine.

20. The system of claim 18, wherein the financial account
is maintained by a casino enterprise.
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